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1
Decision/action requested

This contribution proposes a small correction to acknowledge that there are multiple solutions proposed for the mobility of data over NAS
2
References

[1]
TR 33.861 v0.4.0


3
Rationale

Text in solution#1 suggests that there is only one solution for the mobility case of data over NAS. It is proposed to correct this. 
4
Detailed proposal

It is proposed that SA3 approve the below pCR for inclusion in the TR [1].
**** START OF CHANGES ****

6.1.2
Solution details 

For MO data transport, 

1. The small data payload in initial NAS message shall be ciphered. The partial cipher mechanism defined in clause 8.2 of TS 33.401 [31] can be reused to protect the MO NAS PDU in the initial NAS message. 

2. The small data payload in initial NAS message shall be integrity protected. The small data payload shall be integrity protected because the small data payload is already included in initial NAS message.

For MT data transport, 

1. The small data payload shall be ciphered. The small data payload shall be ciphered because the small data payload is already included in DL NAS message.

2. The small data payload shall be integrity protected. The small data payload shall be integrity protected because the small data payload is already included in DL NAS message.

Possible security solutions for how to handle small data included in initial NAS message at AMF reallocation are given in other solutions, e.g. solution #5 in clause 6.5, solution #9 in clause 6.9 and solution #10 in clause 6.10. 

**** END OF CHANGES ****

